
 

 

 

Cyber Security Summit 

March 13 | The Lodge at Welch Allyn 
*Please note that some event details and agenda items are subject to change. 

AGENDA 

8:30-9:00 am Registration & Light Refreshments 

9:00-10:30 am 
Keynote Speaker: Frank Figliuzzi, former FBI Assistant Director for Counterintelligence, current 

National Security Analyst for NBC News, and renowned speaker on cyber security. 

10:30– 

10:45 am 
Break  

10:45–11:45 

am 

Breakout Sessions (choose one): 

• Trial by Twitter: Digital Crisis Management for the New Millennium 
Kristy Lee Hochenberger, LFD, MBA, adjunct instructor at the School of Information Studies at 

Syracuse University as well as University of the People; and Dania LaTorre, Teaching Assistant at 

the School of Information Studies Syracuse University 

• Presenting Cybersecurity to The Board and C-Suite Like a Pro 
Jeanne Morelli, VP of Operations & Senior Business Technology Consultant, iV4 

• New York SHIELD Act 
Chris Kimpland, Senior Security Consultant, Infinite Group, Inc. 

• Digital Kidnapping-Protecting Your Business from Ransomware and CryptoLocker 
Steve Stasiukonis, Managing Partner, Secure Network Technologies 

• Cyber Insurance 
Dennis Ast, Senior Account Executive Cyber Risk Specialist, OneGroup 

11:45 am –

12:45 pm 
Lunch 

12:45 –  

1:45 pm 

Breakout Sessions (choose one): 

• Understanding How New Compliance Regulations Impact Overall Network Security 

Requirements 
Maria Poissant, Director of Sales, TERACAI 

• Effective CyberSecurity in a Ransomware World 
Carl Cadregari, EVP, FoxPointe Solutions 

• Cyber Insurance 
Steve DeRegis, Senior Vice President, Haylor, Freyer, & Coon Inc. 

• The Legal Perspective of Cyber 
Amber Lawyer, Associate, Bond, Schoeneck & King 

1:45-2:00 pm Break 

2:00-3:00 pm 

Panel Discussion: Join our panel discussion to learn how to evaluate the business risk of 

cybersecurity and get answers to your questions from top security leaders. The panel will be an 

interactive question and answer session to give you the answers your organization needs to 

survive in today’s threat landscape. 

 


